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This Acceptable Use Policy ("AUP") governs use of the Dabicus platform ("Dabicus," "we," "us"). By accessing

or using Dabicus, you agree to comply with this AUP.

1. Permitted Use

Dabicus is provided as a business software platform for scheduling, customer management, payments
facilitation, and related operational tools. You may use Dabicus only for lawful business purposes and in
accordance with all applicable laws and regulations.

2. Prohibited Activities

You may not, directly or indirectly:

+ Use Dabicus for any unlawful, fraudulent, deceptive, or misleading activity

* Violate the rights of others, including privacy, intellectual property, or contractual rights

* Upload, transmit, or store malicious code, malware, or exploits

+ Attempt to bypass, probe, scan, or test the vulnerability of Dabicus systems

« Interfere with or disrupt the integrity or performance of the Services

+ Use Dabicus to transmit unsolicited messages, spam, or abusive communications

* Misrepresent your identity, business, or authorization to act on behalf of others

+ Use Dabicus in a manner that creates unreasonable load, abuse, or resource consumption

3. Payment and Financial Abuse

You may not: - Process prohibited goods or services through connected payment providers - Circumvent
fees, limits, or billing mechanisms - Engage in excessive chargebacks or dispute abuse

Payment processing is handled by third-party providers. You are solely responsible for compliance with
their terms.

4. Data Responsibility

You are responsible for: - The accuracy, legality, and appropriateness of all data you input - Obtaining
required consents from customers - Ensuring your data practices comply with applicable laws

Dabicus is not responsible for customer data you collect or how you use it.



5. Enforcement

Dabicus may suspend or terminate access, remove content, or restrict features at any time if we reasonably
believe this AUP has been violated.

Enforcement decisions are at Dabicus’ sole discretion.
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